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Note : Section–A : Answer all the objective type 

questions. 

 Section–B : Answer all the very short 

answer type questions. 

 Section–C : Answer any two questions out 

of three short answer type questions. 

 

 Section—A  

Note : Attempt all the questions. 

1. Write notes on the following (any four) : 5×4=20 

(a) SoAP and WSDL 

(b) SQL Injection 

(c) V model of Software testing 

(d) Black Box Testing 

(e) Asymmetric Cryptography 
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Section—B 

Note : Attempt any two out of the three questions. 

2. Describe passive and active attacks with 

examples.  5 

3. Explain Authorization and Authentication. 

Why are they necessary ? 5 

4. Describe the following protocols : 2×2.5=5 

(a) POP3 

(b) FTP 

Section—C 

Note : Attempt two out of three long answer type 

questions. 

5. What is the difference between a threat, 

vulnerability and a risk ? Explain the 

advantages of implementing the policies related 

to Information Security. 10 

6. Describe the concept of building security into 

Software/System development life cycle. 10 

7. Explain Error Handling and Logging with 

example.   10 

 

 

 

 

 

 

 

MSEI–025   


