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Note : (1) Section 'A' : Answer all questions. 

(ii) Section 93' : Answer all questions. 

(iii)Section 'C' : Answer any three questions 

out of four. 

Section—A 

1. Write short notes on the following : 	3 each 

' (a) Computer related offences 

(b) Cyber squatting 
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(c) Online dispute resolution 

(d) Ranking of web pages 

(e) Spam dexing 

Section—B 

Note : Answer all the questions. 

2. What is Internet Protocol Service ? Explain its 

electiveness and utilization in the Cyber Crime 

Investigation. 	 5  

3. What do you mean by Cyber Crimes ? Discuss 
the nature and types of cyber crimes. What are 

the challenges before it ? 	 5 

4. What is meant by 'data," "document," 
"documentation", "logs" and "records" ? What 

are the differences between them ? 	5 

5. Write the classification of Copyright 

Applications. 	 5 

6. What do you understand by Digital Signature ? 
5 

Section—C 

Note : Answer any three questions out of four. 

7. Explain' the stages for the development of • 

International Standards. 	 10 
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8. Explain three types of security policies (EISP, 

ISSP and SYSSP) in detail. 	 10 

9. What is risk management ? Why the 

identification of risks by listing assets and 

vulnerabilities is so important in the risk 

management process ? 	 10 

10. What types of attacks do users encounter 

through social networking sites ? 	 10 
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