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Note :Answer all the questions from Part. A. Each 

question carries 2 marks. Answer any five 

questions from Part B. Each question carries 

10 marks. Answer any two questions from 

Part C. Each question carries 15 marks. 

Part—A 

Explain the following in brief : 

1. Salami Attack 

2. Discussion Board 

P. T. O. 
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3. Trojan Horse 

4. Online Gambling 

5. Electronic Record 

6. Digital Forgery 

7. Data diddling 

8. Cyber Terrorism 

9. Online Negotiation 

10. Cyber Forensics 

Part—B 

11. Discuss the jurisdictional issues involved in ther_ 

application of Information Technology Act, 

2000. 
• 

• 
12. Write a note on United Nations Commission on 

International Trade Law (UNCITRAL). 

13. What are computer wrongs 7- Discuss the 

concept of technology' based and technology 

neutral wrong. 
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bill* What is Cyber Pornography ? Discuss why 

*ere is an increase in curses related to cyber 

pornography. 

15. Discuss the problems of detection of cyber 

crimes. 

16. Explain different kinds of online dispute 

resolution mechanisms. 

17. Who are the network service provider ? Discuss 

the circumstances under which they can be held 

liable. 

18. Discuss the importance of Effects Doctrine in 

Cyber crime. 

Par —C 

19. Discuss the need of special laws in the field of 

cyberspace. Do you think the Indian laws 

sufficiently deal with every aspect of the 

challenges posed by the technology in the field 

of cyberspace ? 

P. T. O. 
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20. Define cyber defamation. Discuss the 

quantitative and qualitative impact of cyber 

defamation in cyberspace. 

21. What is ODR ? Discuss the different 

communication modes in online dispute 

resolution. 
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