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MIR-012 : REGULATION OF CYBERSPACE 

Time : 3 hours 	 Maximum Marks : 100 

Note : Answer all questions from Part A. Each question 

carries 2 marks. Answer any five questions from 

Part B. Each question carries 10 marks. Answer 

any two questions from Part C. Each question 

carries 15 marks. 

PART A 

Explain the following in brief Each question carries 

2 marks. 	 10x2=20 

1. Controller of Certifying Authorities 

2. WIPO Copyright Treaty 

3. Cyber Stalking 

4. Online Gambling 
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5. Denial of Service 

6. Spamming 

7. Computer Virus 

8. Peer Jury 

9. Online Negotiation 

10. Credit Card Fraud 
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PART B 

Answer any five questions from this part. Each 
question carries 10 marks. 	 5x10=50 

11. Discuss the extra-territorial effect of the 

Information Technology Act, 2000. 

12. In what ways do Internet frauds take place ? 

What are the legal remedies available against 
them ? 

13. Write a note on 'effects doctrine' related to 

determining jurisdiction in cyberspace. 

14. Explain the terms 'Virus', Worms', 'Trojan Horse' 
and 'Logic Bombs'. 

15. How far can cyber forensics be used in detection 
of cyber crimes ? 

16. What kind of disputes can be handled by ODR 
system ? 

17. What are the various communication modes 

frequently used in ODRs ? 

18. What are the conditions of recognition of 
electronic records ? 
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PART C 

Answer any two questions from this part. Each 

question carries 15 marks. 	 2x15=30 

19. Do you think that cyberspace as a medium needs 

regulation ? Discuss the importance of special 

laws for this purpose. 

20. What do you understand by the liability of 

Intermediaries ? In what manner is the liability 

of Intermediaries restricted by the Information 

Technology Act ? 

21. How do the courts determine applicable law in 

the matters of computer crimes ? 

22. Discuss the various means by which cyber crimes 

could be prevented. How far can technology be 

used for this purpose ? 
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