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Note : (i) Answer all questions from Part-A. Each question 

carries 2 marks. 

(ii) Answer any five questions from Part-B. Each 
question carries 10 marks. 

(iii) Answer any two questions from Part-C. Each 
question carries 15 marks. 

PART-A 
1. 	Explain the following in brief : 

(a) Privacy as legal right 
(b) False light publicity 

(c) Hacking 
(d) Trojans 

(e) E - commerce 
(f) Data interception 

(g) Information ware fare 
(h) CAN - SPAM Act 
(i) CERT 
(j) Openness principle 
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PART-B 

2. 	Answer any five question : 

(a) What are the major threats to privacy in the 

interne ? 

(b) What are the Major Security Challenges in 

cyber space ? 

(c) Write a note on e-Bay in USA. 

(d) What is the current status of 'data 

protection' laws in India ? 

(e) Write a note on Information Privacy in 

E - Commerce. 

(f) Tortious remedies available for Protection 

of Privacy. 

(g) Write a note on US Vs Upham 

(h) What do you understand by Security Policy, 

standards and procedures ? 
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PART-C 

3. 	Answer two of the following questions in not 

more than 450 words each : 

(a) Compare the legislative framework between 

US and UK regarding Privacy Protection. 

(b) What are the most common techniques 

adopted by hackers and suggest whether 

the law is adequate in India ? 

(c) Explain the eight principles set out in the 

OECD guidelines on the protection on 

privacy. 

MIR-014 	 3 


	Page 1
	Page 2
	Page 3

