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Note : This question paper is divided into three 

Parts : Part A, Part B and Part C. All Parts 

are compulsory. 

Part—A 

Note : Explain any four of the following in about 

150 words each. Each question carries  
5 marks.  4×5=20 

1. Modern principles of right to privacy. 

2. Major threats to privacy in the world of 
Information Technology. 
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3. Guiding principles for protection of privacy in 

the European Union. 

4. Four main privacy related wrongs. 

5. Child Pornography. 

6. Cyber security and law.  

Part—B 

Note : Attempt any five questions from this  

Part. Each question carries 10 marks.   

  5×10=50 

7. Write a note on cyber security and law. What 

are the legal principles which can be used to 

counter cyber threats ? Explain with examples. 

8. Explain the concept of Hacking. What are the 

techniques used for Hacking ? Discuss. 

9. Critically analyse the case e-Bay Inc  Vs. Bides 

edges Inc in the context of Information 

securities. 
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10. Discuss the various components and 

parameters of an information security policy, 

which addresses the various issues identified in 

the audit. 

11. What are Audit traits ? Why is it important to 

have audit traits ? 

12. Do you think that the OECD guidelines have 

helped in harmonising  protection of individual 

privacy ? Explain. 

Part—C 

Note : Answer any two of the following questions 

in about 500 words. Each question carries  

15 marks. 2×15=30 

13. What are the requirements for regulation of 

Data Protection ? Explain keeping in  

mind the EU Directives and UK Data 

Protection Act. 
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14. What are the salient features of a BPO ? 

Explain the issues which affect the functioning 

of BPOs. 

15. Explain the measures to protect minors from 

Internet Crimes. 

16. What do you understand by Data Transfer 

Regime ? What is information warfare ? 

Explain with examples. 
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