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MIR-014 : PRIVACY AND DATA PROTECTION 

Time : 3 Hours] 	 [Maximum Marks : 100 

Note : (i) Attempt all questions from Part-A. Each question 
carries two marks. 

(ii) Attempt any five questions from Part-B. Each 
question carries ten marks. 

(iii) Attempt any two questions from Part-C. Each 
question carries fifteen marks. 

(iv) All parts are compulsory. 

Part - A 

Attempt all the questions from this part. Each question carries 
two marks. Explain the following in brief. 	10x2=20 

1. Cyber crime 

2. Information Security Audit. 

3. Computer Hacking. 

4. Malware 
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5. Phishing 

6. E-Governance 

7. Data 

8. E-Mail forgery 

9. Privacy in Tort law 

10. Hoax 

Part - B 
Attempt any five questions from this part. Each question 
carries 10 marks. 	 5x10=50 

11. Write note on Intellectual Property Rights Vis-a-Vis Right 
to privacy. 

12. Explain the term 'Digital Signature'. Discuss the 
procedure of issuance, suspension and revocation of 
Digital signature certificate. 

13. Discuss the self disciplinary measures to protect minors 
from Internet crime. 

14. Discuss Right to privacy as a Fundamental right. 
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15. Write a note on Electronic monitoring. 

16. What is the importance of Audit Trials? Discuss. 

17. Explain the US Harson framework. 

Part - C 

Answer any two questions from this part. Each question 
carries fifteen marks. 	 2x15=30 

18. What is the basis of OECD guidelines? Mention the scope 
of OECD guidelines. 

19. Explain the different measures to protect child from 
internet crimes. 

20. What are the most common techniques adopted by 
hackers during hacking? Do you think that we have 
adequate law in India to address the issue of Hacking. 
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