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MSE-024 : POLICY, STANDARDS AND LAWS 

Time : 3 hours 	 Maximum Marks : 70 

Note : (i) Section 'A' - Answer all the questions. 
(ii) Section 'B' - Answer all the questions. 
(iii) Section 'C' - Answer any three questions out of 

four. 

SECTION - A 
(Answer all the questions) 

1. Write short notes on the following : (any five) 5x3=15 
(a) Data Diddling 
(b) Cyber Crime 
(c) Computer related offences 
(d) Cyber Stalking 
(e) Spamdexing 
(f) Cyber Squatting 

SECTION - B 
(Answer all the questions) 

2. Explain the salient features of the Information 	5 
Technology Amendment Act, 2008. 

3. Explain the interplay between IPR and 	5 
Cyberspace. 
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4. What do you mean by Cyber Crime ? Discuss 5 
the nature and types of Cyber Crime. 

5. Explain a cryptographic protocol and entity 
authentication protocol. 

6. What are digital signature ? Write its uses. 	5 

SECTION - C 
(Answer any three questions out of four) 

7. Explain the role of cyber forensic in tackling 10 
Cyber-crimes. 

8. Discuss the process of developing company's 10 
security policy. 

9. Explain time stamp and how it works ? Elaborate 10 
on the classification of time stamping. 

10. Explain in detail the three types of security policies 10 
(EISP, ISSP and syssp). 
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