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- MIR-012 : REGULATION OF CYBERSPACE

Time : 3 hours

Maximum Marks : 100

Note : Answer ail questions from Part A. Each question

_carries 2 marks. Answer any five questions from

Part B. Each question carries 10 marks. Answer

any two questions from Part C. Each question

~carries 15 marks.

Explain the vallOWi;lg in briéfi Each question carries

2 marks.

1. Functional Equivalent Approach

2. Digital Signatures
3. Intermediaries

4. Cyber Defamation
5. Digital Forgery
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6. Cyber Pornography
7. E-mail Spoofing

8. Steganography

9. Computer Forensics

10. Online Arbitration
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PART B

Answer any five questions from this part. Each
question carries 10 marks. 5x10=50

11. Explain the policy framework of .in Internet
domain name system.

12. What do you understan& by hacking ? How does
the law deal with the menace of hacking ?

13. What are the ways in which computer crimes
could be detected ?

14. What are the various kinds of ODR systems ?

15. What do you understand by e-governance ? How
is it implemented ? ’

16. Explain the importance of WTO Declaration on
Global Electronic Commerce.

17. Discuss the role of cyber forensics in the
- - investigation of crimes.

18. In what ways can financial frauds take place on
the Internet and what are the legal remedies
available against them ?
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PART C

Answer any two questions from this part. Each
question carries 15 marks. : 2x15=30

19. Write a note on Cyber Appellate Tribunal.

20. What are computer crimes ? How would you
classify computer crimes ?

21. How is jurisdiction determined in case of cyber
crimes ?

22. Discuss how the online dispute resolution system
works.
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