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MIR-014 : PRIVACY AND DATA PROTECTION 

Time : 3 hours 	 Maximum Marks : 100 

Note : Answer all questions from Part A. Each question 
carries 2 marks. Answer any five questions from 
Part B. Each question carries 10 marks. Answer 
any two questions from Part C. Each question 
carries 15 marks. 

PART A 

Explain the following in brief : 

1. Malicious Software 

2. Modern principles of right to privacy 

3. Social engineering 

4. Cyberstalking 

5. Information warfare 

6. Importance of OECD 

7. Business Process Outsourcing taxation 

8. Insecure modems 

9. Cookies 

10. Data interception 
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PART B 

Answer any five of the following questions. Each 

question carries 10 marks. 	 5x10=50 

11. Write a note on Right to Privacy versus Freedom 

of Press. 

12. Explain and illustrate Internet crimes against 

minors. 

13. Discuss the security challenges in Cyberspace. 

14. Explain the need for data protection and also 

describe the current status of 'data protection' 

laws in India. 

15. Discuss the basic international principles of the 

OECD guidelines. 

16. Discuss in detail the data security policy. 

17. Explain the need for privacy statute in India. 

18. Discuss the tortious remedies available for 

protection of privacy. 
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PART C 

Answer any two of the following questions in not more 
than 450 words each : 	 2x15=30 

19. What are the salient features of Business Process 

Outsourcing ? Refer to some of the foreign 

legislations, which affect the BPOs in India. 

20. Discuss the comparative legal position in respect 

of data protection in the US, UK and India. 

21. Explain the concept of hacking and the 

techniques used by hackers. 
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