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MIR-014 : PRIVACY AND DATA PROTECTION 

Time : 3 hours 	 Maximum Marks : 100 

Note : (i) Answer all the questions from Part-A. 

Each question carries 2 marks. 

(ii) Answer any five questions from Part-B. 

Each question carries 10 marks. 

(iii) Answer any two questions from Part-C. 

Each question carries 15 marks. 

PART-A 

1. 	Explain the following in brief 	 10x2=20 

(a) Modern principles of right to privacy. 

(b) Right to privacy if a fundamental right. 

(c) List Indian legislations dealing with right to 

privacy. 
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(d) Legal position of right to privacy in U.K. 

(e) Child Pornography. 

(f) Phishing 

(g) Concept of cyber security 

(h) Types of crimes against minors . 

(i) E-governance 

(j) sensitive personal data under U.K. 

Legislation. 
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PART - B 

2. 	Answer any five question confining it to 300 words 
each. 	 5x10=50 

(a) Explain the digital and internet privacy 
challenges. 

(b) Write a note on Right to Privacy against 
wire - tapping. 

(c) How do you define privacy under IPR 
(intellectual property rights) ? 

(d) What do you understand by data transfer 
regime ? 

(e) What do you understand by the concept of 
cyber security ? 

(f) Distinction between computer fraud and 
Abuse Act (CFAA); 

(g) What do you understand by security policy, 
standards and procedures ? 

(h) Explain the data protection law in India. 
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PART - C 

3. 	Answer any Two of the following question in not more 

than 450 words each. 	 2x15=30 

(a) Explain insecure modem and cookies. 

(b) Explain the concept of cyber security. 

(c) What is the most important non regulative 

measure for controlling the crimes against 

minors ? 
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