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Note : (i) Attempt all questions from Part-A. Each question 
carries 2 marks. 

(ii) Attempt any five questions from Part-B. Each 
question carries 10 marks. 

(iii) Attempt any two questions from Part- C. Each 
question carries 15 marks. 

PART-A 
1. 	Explain the following in brief. 

(a) Right to privacy and Article 21. 
(b) Specify four privacy related wrongs. 
(c) Cyber stalking. 
(d) Hoax 
(e) System inference. 
(f) Tort of intrusion 
(g) Information warefare. 
(h) E-commerce. 

(i) Openness principle. 

(j) E-Governance 
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PART - B 

2. 	Answer any five questions confirming it to 
300 words. 

(a) What are the guiding principles for 
protection of privacy in European Union ? 

(b) Discuss US Judicial approach on online 
crimes. 

(c) Write a note on e-bay case in US. 

(d) What are Audit Trials and why is it 
important to have Audit Trails ? 

(e) What is the present status of 'Data 
Protection' laws in India ? 

(f) Explain the US safe Harbor framework. 

(g) Discuss self - disciplinary measures to check 
online crimes. 

(h) Explain the concept of information 
warefare and its counter measures. 
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PART - C 

3. 	Answer any two of the following questions in 
not more than 450 words each. 

(a) Explain the provisions under Information 
Technology Act, 2000 (IT Act, 2000) that 
are affecting the concept of privacy in the 
information world. 

(b) Explain the eight principles set out in the 
OECD guidelines on the protection on 
privacy. 

(c) Discuss Judicial Trend in India relating to 
Individual privacy. 
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