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MIR-012 : REGULATION OF CYBERSPACE 

Time : 3 hours 	 Maximum Marks : 100 

Note : (i) Answer all questions from Part-A. Each question 
carries 2 marks. 

(ii) Answer any five questions from Part-B. Each 
question carries TEN marks. 

(iii) Answer any two questions from Part-C. Each 
question carries FIFTEEN marks. 

PART-A 
Attempt All Questions 

1. 	Explain in Brief : 
(a) UNCITRAL 
(b) Network service provider liability 

(c) Digital signatures 

(d) Tampering 
(e) New Telecom Policy (NTP 1999) 1999 

(f) Child Pornography 
(g) 'False' spam messages 
(h) Use of Cyber Forensics 

(i) Online Dispute Resolution. 
(j) Theft of internet hours. 
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PART-B 
2. Answer any five questions. Each question carries 

TEN marks : 	 10x5=50 
(a) Explain the salient features of Broadband 

Policy formulated by the Ministry of 
Communication and Information 
Technology, Government of India. 

(b) Discuss the various forms of Internet Fraud. 

(c) What is ADR (Alternative Dispute 
Resolution) and how does it function ? 

(d) Discuss the extra - Territorial effects of IT 
Act, 2000. 

(e) Explain hacking and when it is punishable 
under Indian laws. 

(f) Discuss the problems of detection of cyber 
crimes. 

(g) Explain the amendments made by the 
Information Technology Act, 2000 in the 
Indian Penal code : 1860. 

(h) Write a note on cyber defamation. 
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PART - C 

3. Answer any Two questions. Each question carries 
FIFTEEN marks. 15x2=30 

(a) Discuss various means by which cyber 
crimes can be prevented. How far can 
technology be used for this purpose ? 

(b) What is defamation ? Discuss its 
quantitative and qualitative impact when 
it is committed on cyber space. 

(c) Discuss the various forms of internet Fraud. 
What are the legal provisions dealing with 
them ? 

(d) Write note on any two of the following : 

(i) Legal Recognition of Digital signatures 

(ii) Cyber Regulations Appellate Tribunal 

(iii) World Summit on Information Society 
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