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Note : (i) Answer all questions from Part A. Each 
questions carries 2 marks. 

(ii) Answer any five questions from Part B. Each 
question carries 10 marks. 

(iii) Answer any two questions from Part C. Each 
question carries 15 marks. 

PART - A 

1. 	Explain the following in brief : 
(a) False light publicity 
(b) Hacking 
(c) Trojans 

2x10=20 

Digital signature under the IT Act, 2000 
Sensitive personal data under the UK Act. 
Modern principle of Right to privacy 
Role of Computer Emergency Response 
Team (CERT) 
Tort of intrusion 
Enlist any two privacy related wrongs 
E-mail forgery. 

(d)  
(e)  
(f)  
(g)  

(h)  
(i)  
a) 
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PART - B 

	

2. 	Answer any five of the following questions : 5x10=50 
(a) Write a note on the current status of data 

protection Laws in India. 
(b) Compare the legislative framework between 

the US and UK regarding privacy 
protection. 

(c) Explain computer facilitated crimes. 
(d) Explain the US safe harbour framework. 
(e) Discuss the salient features of Business 

Process Outsourcing. 
(f) Explain technological safeguards to protect 

minors from cyber crime. 
(g) Explain the terms 'insecure modems' and 

cookies. 
(h) What do you mean by risk assessment and 

classification of information system ? 

PART - C 

	

3. 	Answer any two of the following questions in not 
more than 450 words each : 	 2x15=30 
(a) Discuss some of the measures intended to 

protect minors from indulging in internet 
crimes. 

(b) What do you understand by the term 
'Information Warfare' ? What counter 
measures, if any, can be taken to deal with 
it ? 

(c) Explain constitutional issues relating to 
privacy and their relevance to cyberspace 
with the help of decided cases. 
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