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MIR-012 : REGULATION OF CYBERSPACE 

Time : 3 hours 	 Maximum Marks : 100 

Note : (i) Answer all questions from Part A. Each question 
carries 2 marks. 

(ii) Answer any five questions from Part B. Each question 

carries 10 marks. 

(iii) Answer any two questions from Part C. Each 
question carries 15 marks. 

PART - A 

Attempt all questions : 	 2x10=20 
1. 	Explain in brief. 

(a) Steganography 
(b) Trojan horses 
(c) False spam messages 
(d) Cyber stalking 
(e) Protective principle 
(f) Cyber forensics 
(g) Encryption as a technique for prevention of 

cyber crime 
(h) UNCITRAL 
(i) Blind negotiation 
(j) Internet fraud 
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PART - B 

	

2. 	Answer any five questions from this part : 10x5=50 
(a) What is digital forgery ? Explain the law 

relating to this offence. 
(b) List out the use of electronic records and 

digital signatures in government and its 
agencies. 

(c) Define pornography. "In recent years the 
cyber pornography is increasing". 
Comment. 

(d) Write a note on distributed denial of 
services. 

(e) Explain the techniques and methods 
followed in commission of an offence called 
'Salami Attack' with suitable case laws. 

(f) Explain the powers of Cyber Regulation 
Appellate Tribunal (CRAT). Also explain 
the procedure prescribed for preferring an 
appeal before CRAT. 

(g) Write a note on technology as an aid to 
prevent cybercrimes. 

PART - C 

	

3. 	Answer any two of the following questions : 15x2.30 
(a) Discuss various modes of communication in 

ODR system. 
(b) Discuss various forms of financial crimes. 

What is their effect on individuals and 
companies ? 

(c) Discuss the 'Effects' Doctrine and its 
application in computer crimes with the 
help of case laws. 
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