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 MIR-012  

POST GRADUATE CERTIFICATE IN  

CYBERLAW (PGCCL) 

Term-End Examination 

June, 2021 

 

MIR-012 : REGULATION OF CYBERSPACE 

Time : 3 hours Maximum Marks : 100  

Note :  Answer all question from Part A. Each question 

carries 2 marks. Answer any five questions from 

Part B. Each question carries 10 marks. Answer 

any two questions from Part C. Each question 

carries 15 marks. 

 

PART A 

Attempt all questions. Explain in brief the  

following : 102=20 

1. Legal recognition of electronic records 

2. Presiding Officer of CRAT/CAT 

3. Council of Europe 

4. Cyber Stalking 
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5. Online Gambling  

6. Corporate Cyber Smear 

7. Child Pornography 

8. Logic Bombs 

9. Cyber Forensics 

10. Discussion Boards 
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PART B 

Answer any five questions from this part. 510=50 

11. What is Digital Signature ? How is it issued ? 

Discuss the legal recognition of digital signature.  

12. Discuss the Broadband Policy, 2004. 

13. Discuss the challenges faced by the investigating 

agencies in investigating computer crime.  

14. What is Hacking and Hacker Ethics ? Discuss the 

Indian law on the subject. 

15. What is Steganography ? When does it become 

punishable ? Discuss. 

16. Write a note on the theories of jurisdiction in 

criminal cases.  

17. What types of disputes are commonly settled in 

ODR environment ? What are the means of 

communication generally adopted in ODR in 

settling disputes ? 
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PART B 

Answer any two questions from this part. 215=30 

18. What amendments have been made in Indian 

Penal Code, 1860 and Indian Evidence Act, 1872 

by the IT Act, 2000 ? What is the purpose of 

these amendments ? 

19. Write notes on the following : 

(a) Salami Attacks 

(b) Data Diddling 

(c) Viruses and Worms 

20. Discuss the ways of prevention of cybercrimes. 

What role can technology and user awareness 

play is this respect ? Also explain the issues 

involved in the investigation of cybercrimes. 


