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Note : Answer all questions from Part A. Each question 

carries 2 marks. Answer any five questions from 

Part B. Each question carries 10 marks. Answer 

any two questions from Part C. Each question 

carries 15 marks. 

PART A 

Explain in brief the following. Each question carries 

2 marks. 	 10x2=20 

1. Privacy as a legal right 

2. Privacy and Intellectual Property Rights 

3. Tort of appropriation 

4. False light publicity 
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5. Hacking 

6. Child pornography 

7. Sensitive personal data 

8. BPO taxation 

9. Internet crimes against minors 

10. Data transfer regime 
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PART B 

Answer any five questions from this part. Each 

question carries 10 marks. 	 5x10..50 

11. "There is a threat to privacy with the emerging 

technological regime." How far do you agree with 

the above statement ? Discuss. 

12. Discuss the status of privacy in India with the 

advent of Information Technology Act, 2000. 

13. Distinguish between a wrong and a crime. 

Discuss the tortious remedies available for the 

protection of privacy. 

14. Write a note on the dissemination of malicious 

software (Malware). 

15. What are the key factors in an organization, 

which need to be audited as part of the 

information security audit ? Explain. 

16. Discuss the importance of OECD guidelines in 

harmonising protection of individual privacy. 

17. Discuss the data protection legislation in EU. 

18. What is a BPO ? Discuss the salient features of a 

BPO. 
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PART C 

Answer any two questions from this part. Each 

question carries 15 marks. 2x15=30 

19. What is the legislative position on privacy 

protection in the US ? Give examples of some 

important legislations which in your opinion are 

effective. 

20. What makes crime against minors distinct from 

other conventional crimes ? What in your opinion 

is the most important non-regulative measure for 

controlling the menace affecting minors ? 

21. What do you understand by information privacy ? 

Explain how information privacy and e-commerce 

are two sides of the same coin. • 
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