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MSEI-026 : BCP, DR PLANNING AND AUDIT 

Time : 2 hours 	 Maximum Marks : 50 

Note : (i) Section - A : Answer all the objective type questions. 

(ii) Section - B : Answer all the very short answer type 

questions. 

(iii) Section - C : Answer two questions out of three short 

answer type questions. 

(iv) Section - D : Answer any two questions out of three 

long answer type questions. 

SECTION - A 
(Attempt all the questions) 

1. 	= Hazards x Exposure. 	 1 

2. BIA stands for 	 1 

3. CPM stands for 	 1 

4. Project Plans saved as a 	of which we 	1 
should use at a later stage for other Project Plans. 

5. DRP stands for 	 1 
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6. 

7. 

are defined as Phenomena that pose 1 

1 

a threat to people, structures, or economic assets 
and which may cause a disaster. 

The British standard 	 for Business 
Continuity sets out six elements to the BCM 
Process. 

8. DMZ stands for 1 

9. EMV stands for 	 analysis. 1 

10. 	  = log (likelihood) + log (impact 
magnitude) 

1 

SECTION - B 
(Attempt all) 

11. Explain Qualitative Risk Analysis. 2 

12. What is Process Risk ? 2 

13. Explain Business Continuity Programme Cycle. 2 

14. Explain Computer Disaster Recovery issue. 2 

15. What are the key factors on which Project 2 
Management based on ? 

SECTION - C 
(Attempt 2 out of the 3 questions.) 

16. What is information Security Risk Assessment 
with its Recommendations ? 

5 

17. Explain Risk Mitigation and its contingency Plan. 5 

18. Explain any two security threats to 	an 5 
Organization with examples. 
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SECTION - D 

(Attempt 2 out of 3 questions.) 

19. Explain five strategies of BCP. 	 10 

20. What are BRP Phase ? Explain its four phase. 	10 

21. What are the types of characteristics of a 10 
CRISIS ? 
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