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Note : (i) Answer all questions from Part-A. Each question 
carries 2 marks. 

(ii) Answer any five questions from Part-B. Each 
question carries 10 marks. 

(iii) Answer any two questions from Part-C. Each 
question carries 15 marks. 

PART - A 

Write short notes on the following : 	 10x2=20 

1. Social Engineering. 

2. Information Warfare. 

3. Cookies. 

4. Business Process Outsourcing 

5. E-governance. 

6. Information Security Audit. 

7. Importance of OECD. 
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8. Phishing. 

9. DNS Hijack. 

10. Trojans. 

PART - B 

Answer any five of the following questions : 	5x10=50 

11. Explain the term Computer facilitated Crimes. 

12. Write a note on the current status of data 
protection laws in India. 

13. What are the major security challenges in cyber 
space ? 

14. Discuss the scope of OECD guidelines. 

15. How is privacy defined in Intellectual Property 
Rights ? Explain. 

16. Explain the relationship between Right to Privacy 
and Human Rights. 

17. Discuss the controls against malicious software. 

18. What are the three steps that a non-European 
Union (EU) company must take in order to 
transfer personal information about the EU 
Citizen outside the EU ? Discuss. 
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PART - C 

Answer any two of the following questions in about 
450 words each. 	 2x15=30 

19. What are the salient features of Business Process 
Outsourcing ? Refer to some of the foreign 
legislations which affect the BPO's in India. 

20. Discuss the Information security and 
technological vulnerabilities in US and India. 

21. What are the different measures to protect 
children from Internet crimes ? Discuss. 
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