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Note :(i) Answer all questions from Part-A. Each question 

carries 2 marks. 

(ii) Answer any five question from Part-B. Each 

question carries 10 marks. 

(iii) Answer any two questions from Part-C. Each 

question carries 15 marks. 

PART - A 
1. 	Attempt all questions. Explain in brief the 

following : 	 10x2=20 
(a) Functional - Equivalent Approach. 
(b) Network service Providers. 
(c) United Nations Commission on 

International Trade Law. 
(d) World Trade Organization. 
(e) Computer wrongs. 
(f) Digital forgery. 
(g) Corporate Cyber smear. 
(h) Online gambling. 
(i) E-Mail bombing. 
(j) Salami attacks. 
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PART - B 

2. 	Answer any five questions from this part : 5x10=50 

(a) Discuss the procedure for the adjudication 

of disputes under the IT Act, 2000. 

(b) Discuss the steps taken by international 

organization to make Information and 

Communication Technology universaly 

accessible. 

(c) Write short notes on the following : 

(i) 
	

Data diddling 

Steganography 

(d) Define 'Cyber stalking'. Discuss the Law 

relating to Cyber stalking in India. 

(e) What do you understand by the term 

jurisdiction ? Discuss its significance vis a 

vis the Cyberspace. 

(f) Discuss the role of technology and user 

awareness in the prevention of Cyber crime. 

(g) What types of disputes are commonly 

settled in ODR environment ? What are the 

means of communication generally adopted 

in ODR in settling disputes. 
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PART - C 

3. Answer any two question from this part : 2x15=30 
(a) Discuss in brief the various forms of 

Computer and Cyberspace related crimes. 
Does the Indian law adequately deal with 
them ? 

What amendments have been made in 
Indian Penal Code, 1860 and Indian 
Evidence Act, 1872 by the I.T. Act, 2000. 
What is the purpose of these amendments ? 

Write notes on the following : 

(i) Cyber pornography 

(ii) Hacking 

(iii) Cyber defamation 

MIR-012 	 3 



1 


	Page 1
	Page 2
	Page 3
	Page 4

