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Note : (i) Answer all the questions from Part-A. Each 
question carries 2 marks. 

(ii) Answer any five questions from Part-B. Each 
question carries 10 marks. 

(iii) Answer any two questions from Part-C. Each 
question carries 15 marks. 

PART - A 

1. 	Explain in brief the following : 	 10x2=20 
(a) Bodily privacy 
(b) False light publicity 
(c) Worms 
(d) Smurfing 
(e) Information Security Technology 

Development Council (ISTDC) 
(f) BPO Taxation 
(g) Digital Signature 
(h) Data 
(i) Privacy in Tort law 
(j) Internet crimes against Minor 
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PART - B 
2. Attempt any five questions confining it to 

300 words : 	 5x10=50 
(a) Analyse the Human Rights angle of privacy. 
(b) Discuss the law laid down by Supreme 

Court on the Right to Privacy during the 
period 1954-2005. 

(c) Write a note on Dissemination of Malicious 
Software. 

(d) Explain Digital Signature. Discuss also the 
procedure for issuance, suspension and 
revocation of Digital Signature Certificate. 

(e) Write a note on at least three Security 
Standards. 

(f) Discuss the objectives and coverage of EU 
Data Protection Directive. 

(g) Discuss the self disciplinary measures to 
protect Minors from internet crimes. 

(h) Examine the legal issues involved with the 
retention of Electronic Records by the 
government and other private agencies. 

PART - C 
3. Attempt any two of the following questions in not 

more than 450 words each : 	 2x15=30 

(a) Discuss the position of 'Right to Privacy' 
under the Information Technology Act, 
2000. 

(b) Write a note on the Technology's answers 
to cyber security. 

(c) Discuss in detail the Safe Harbour Privacy 
principles and FTC (Federal Trade 
Commission). 
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