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POST GRADUATE CERTIFICATE IN 
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C 
	

Term-End Examination 
C 

June, 2016 

MIR-012 : REGULATION OF CYBERSPACE 

Time : 3 hours 	 Maximum Marks : 100 

Note : (i) Answer all the questions from Part A. Each question 
carries 2 marks. 

(ii) Answer any five questions from Part B. Each question 
carries 10 marks. 

(iii) Answer any two questions from Part C. Each 
question carries 15 marks. 

PART - A 
Explain the following question briefly. 
Each question consists of 2 marks. 	 10x2=20 

1. Legal recognition of digital signature. 

2. Appointment of Adjudicating officer under the 
IT Act 2000. 

3. Kinds of conduct, listed under the IT Act 2000, 
which give rise to civil consequences. 

4. Computer wrongs. 

5. Convention on cybercrime. 
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6. Corporate cyber smear 

7. Digital forgery 

8. Credit card fraud 

9. Phishing 

10. Alternative Dispute Resolution 

PART - B 
Answer any five questions from this part in about 
300 words per question : 	 5x10=50 

1. Discuss the needs of special laws in the field of 
cyberspace. 

2. What is the functional equivalent approach ? 
Discuss how it is adopted in the I.T. Act with 
respect to the digital signature and electronic 
records. 

3. Write a note on the Cyber Regulation Appellate 
Tribunal explaining its powers. 

4. What amendments have been made in the Indian 
Penal Code, 1860 and Indian Evidence Act, 1872 
due to the enactment of the I.T. Act ? What is the 
purpose of these amendments ? 

5. Discuss the salient features of WTO declaration 
on global electronic commerce. 
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6. Explain the draft policy guidelines on website 
development, hosting and maintenance. 

7. Write a note on cyber pornography. 

8. Write a note on internet fraud and financial 
crimes. 

PART - C 

Answer any two of the following questions in not 
more than 450 words each : 	 2x15=30 

1. What is steganography ? When does it become 
perishable ? 

2. Explain various theories of jurisdiction as 
applicable to cyberspace. 

3. How does the online dispute resolution system 
function ? What are the kinds of disputes handled 
in an ODR environment ? 

4. Write notes on : 

(a) World Trade Organisation 

(b) Cyber defamation 
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