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Note : (i) Attempt all questions from Part A. Each question 

carries 2 marks. 

(ii) Attempt any five questions from Part B. Each 

question carries 10 marks. 

(iii) Attempt any two questions from Part C. Each 

question carries 15 marks. 

PART - A 

Explain the following in brief. 	 10x2=20 

1. Privacy is a legal right. Comment. 

2. What are the threats to privacy in the new 
technological refine ? 

3. How does the Supreme Court define privacy ? 

4. What is meant by false light publicity ? 

5. Why should the cyberspace be secured ? 

6. What is meant by a cyber stalking ? 

7. What is phishing ? 
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8. What is DNS hijack in cyberspace ? 

9. What is openness principle ? 

10. E-governance. 

PART - B 

Answer any five questions from this part. 5x10=50 

1. Establish the relation between right to privacy and 
human rights. 

2. Explain the concept of cyber security. 

3. Discuss the controls against malicious software. 

4. What is the importance of audit trail during 
audits ? 

5. How do you define 'data' ? Why is there a need 
for regulating data protection ? 

6. Explain the eight principles set out in the OECD 
guidelines. 

7. Explain how information privacy and 
e-commerce are two sides of the same coin ? 

PART - C 

Answer any two of the following questions. 2x15=30 

1. Describe the legal formalities for setting up a BPO 
in India. 

2. Mention the different measures to protect child 
from internet crimes. 

3. What are privacy related wrongs ? Explain with 
suitable illustrations. 
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