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Note : (i) Answer all the questions from Part-A. Each

question carries 2 marks.

(i) Answer any five questions from Part-B. Each

question carries 10 marks.

(iii) Answer any two questions from Part-C. Each

question carries 15 marks.

PART-A

1.  Explain the following in brief : 10x2=20
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Concept of privacy

Child Pornography

e-Governance

Cookies

Concept of personal data

Privacy Directive

Cyber crime

What are the remedies available for
protection of privacy in Law of Tort
Malicious Software

Information security audit
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PART-B
2. Attempt any five questions confining it to

300 words. 5x10=50

(a) Discuss Right to Privacy as a constitutional
right.

(b) What are the four main privacy related
wrongs ?

(c) What are the forms of data related threat in
cyber space ?

(d) What are the three steps that a non-EU
Company must take in order to transfer
personal information about the EU citizen
outside the EU ?

(¢) Which are the two bodies of the US
recognized by the EU in case of the safe
harbor framework ?

(f)  What is the concept of ‘personal data’ under
the EU privacy directive ?

(g) What are the different concepts that form
electronic monitoring ?

(h) Give examples of four self disciplinary
measures to protect minors from cyber

crime.
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PART-C

3.  Attemptany two of the following questions in not
more than 450 words each. 2x15=30
(a) Discuss the modern principles of privacy

and its interpretation by the Judiciary in
India.

(b) What is data protection ? Explain the
various efforts made in India for protection
of data.

(¢)  What is information privacy ? Explain the
legal approach in respect of protection of
information privacy in India ?
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