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Note : Section A - Answer all the objective type questions. 

Section B - Answer all the very short answer type 

questions. 

Section C - Answer any two questions out of three short 

answer type questions. 

Section D - Answer any two questions out of three long 

questions. 

SECTION - A 
(Attempt all the questions) 

	

1. 	RTO stands for  	 1 
(a) Recovery Trend Objective 

(b) Recovery Transfer Objective 

(c) Recovery Time Objective 

(d) Recovery Trim Objective 

	

2. 	BIA stands for 	 
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3. Business are at 	from many Natural 	1 

and Social hazards. 

4. SETT Stands for  	 1 

5. Risk mitigation is the only solution for Risk 	1 

Management. 

(a) TRUE 	(b) FALSE 

6. UPS Stands for ____ 	and IT stands for 	1 

7. Elements of Risk Assessment are Identity 	1 
uncertainties, Analyse Risk and 	 

8. Security is generally defined as the freedom from 
danger or as the condition of safety. 

(a) TRUE 	(b) FALSE 

9. Loss of Integrity is the impact of Information 
Technology 	 

10. SMTP stands for Simple Mail Transfer Protocol. 

(a) TRUE 	(b) FALSE 
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SECTION - B 

(5 very short answer type Questions) 

(Attempt all the questions) 

11.  What are the types of Information Security 2 

Control in Business Continuity ? 

12.  Write the importance of Project Management. 2 

13.  What is TEMPLATE and Decision Tree ? 2 

14.  What is Business Resumption Planning ? 2 

15.  Write the purpose of business continuity strategy. 2 
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SECTION - C 

(Attempt 2 out of 3 short answer type questions) 

16. Write a short note on BRP methods given below : 	5 

(a) Data Backup Practice 

(b) FTP Maintenance 

17. Explain Fundamental Aspects of DMP. 	 5 

18. Write steps to install Backup and Recovery tools 	5 
on Windows Server. 
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SECTION - D 

(Attempt 2 out of 3 long questions) 

19. What is Risk Analysis and why it is done ? 	10 

20. What is the difference between Disaster Recovery 10 
and Business continuity ? 

21. Write short notes on the following : 

(a) Business Continuity Plan 

(b) Monitoring DRP 

(c) BCM Audit 

(d) IMP Content 

(e) Need of BRP 

2x5=10 
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