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MSE-024 : POLICY, STANDARDS AND LAWS
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Note : SECTION 'A’ Answer all the questions.
SECTION ‘B’ Answer all the questions.
SECTION ‘C’ Answer any three questions out of four.

SECTION - A
(Answer all the questions)

1.  Write short notes (any four) : 12
(@) ISO standards
(b) Encryption
(c) Rabin signature scheme
(d) Security protocol standards
(e) data alteration

2.  Explain the key features of Internet bill of rights ? 3
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SECTION - B
(Answer all the questions)

3.  How security policies can be used as a catalyst
for change ?

4.  Explain the procedure of cryptography ? Also
mention difference between symmetric and
asymmetric cryptography ?

5.  What is security protocols standards ?

6.  What are the offences against the confidentiality,
integrity and availability of computer data and

systems ?

7.  Explain Online Dispute Resolution and its
methods ?
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SECTION - C

(Answer any three questions out of four)

8.  Explain the key features of the policy document
defined in Policy, Standards and laws.

9.  Explain time stamping and how it works ? Give
~ its classification also.

10. Explain the changes made in regard to
intermediary liability under the IT Act, 2008 ?

11. Define computer crimes and distinguish with the
conventional crimes ? Explain the kinds of
computer crimes.
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