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Note : (i) Section ‘A’  : Answer all questions. 

 (ii) Section ‘B’ : Answer all questions. 

 (iii) Section ‘C’ : Answer any three questions 

out of four. 

Section—A 

1. Write short notes on any four of the following : 

3 each 
(a) Data Diddling 
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(b) Cyber defamation 

(c) Software piracy 

(d) Liability of Internet Service Provider 

(e) Digital Right Management 

2. What is the function of Cyber Appellate 
Tribunal ?  3 

Section—B 

Note : Answer all questions.  

3. Discuss three types of Security policies. 5 

4. Explain Information Warfare. 5 

5. What do you understand by Cyber Squatting ? 5 

6. Give the classification of Patent Application. 5 

7. What is the difference between data, document, 
documentation logs and records ? 5 

Section—C 

Note : Answer any three questions out of four. 

8. Describe the stages for the development of the 
International Standards in detail. 10 
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9. Explain about the right to privacy on the 
Internet in detail. 10 

10. ‘Cyber arbitration in India is the recognition of 
the changing trend of dispute resolution.’ 

Explain in detail with the help of some case 
studies.   10 

11. ‘Standards make an enormous and positive 

contribution to most aspects of our lives.’ 
Elaborate about the role of ISO Standards for 
the protection of valuable information assets. 

 10 
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