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Note : This parts—question paper is divided into
three Parts A, B and C. All Parts are
compulsory.

Part—A

Note : Answer any four of the following in about

200 words each. Each question carries

5 marks. 4×5=20

Write short notes on the following :

1. Concept of individual privacy

2. Surveillance vs. Right to privacy

3. Phishing

4. U. S. Safe Harbor framework
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5. E-Governance

Part—B

Note :Answer any five of the following questions in

about 400 words each. Each question carries

10 marks. 5×10=50

6. Discuss the characteristics of cyber crime.

7. Discuss the non-legislative measures to protect

minors from internet crimes.

8. What is the need for regulation of data

protection ? Discuss.

9. Discuss the basis for the OECD guidelines on

protection of privacy and transtander personal

data.

10. Discuss the security challenges in

cyberspace.

11. Write a note on controls against Malicious

Software.



[ 3 ]

12. Discuss the legal regime for protecting

privacy.

Part—C

Note : Attempt any two of the following questions in

about 600 words each. Each question carries

15 marks. 2×15=30

13. How privacy is related to law of torts ? Discuss.

14. Write notes on the following :

(a) Concept of security policy
(b) Importance of audit trials during audit

15. Discuss the basic principles of national
application under OECD guidelines.

16. Explain the legal issues regarding retention of
electronic records by the government.

MIR-014


