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POST GRADUATE DIPLOMA IN 
INFORMATION SECURITY (PGDIS) 

Term-End Examination 

December, 2017 

MSE-024 : POLICY, STANDARDS AND LAWS 

Time : 3 hours 	 Maximum Marks : 70 

Note : 	(i) SECTION 'A' - Answer all the questions. 
(ii) SECTION 'B' - Answer all the questions. 
(iii) SECTION 'C' - Answer any three questions 

out of four. 

SECTION - A 
(Answer all the questions) 

1. 	Write short notes (any four) : 
(a) Software piracy 
(b) Due Diligence 
(c) Electronic records 
(d) Key establishment 
(e) Data Diddling 

3x4=12 

2. Explain the key features of Internet bill of rights. 	3 

SECTION - B 
(Answer all the questions) 	5x5=25 

3. Explain the interplay between IPR and cyber 	5 
space. 

4. What do you understand by Digital Signature ? 	5 
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5. What are the three types of security policies ? 	5 

6. Write a note on enforcement of Intellectual 	5 
Property. 

7. Explain the function of Cyber Appellate Tribunal. 	5 

SECTION - C 

(Answer any three questions out of four) 10x3=30 

8. Explain the role of cyber forensic in tackling cyber 10 
crimes. 

9. Explain the stages for the development of the 10 
International Standards. 

10. Explain the main feature of IT Amendment Act, 10 
2008. 

11. What are the code of ethics to be adhered to by 10 
the information security personel stipulated by 
different professional organizations ? 
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