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POST GRADUATE CERTIFICATE IN CYBER 
LAW (PGCCL) 

Term-End Examination 

December, 2017 

MIR-014 : PRIVACY AND DATA PROTECTION 

Time : 3 hours 	 Maximum Marks : 100 

Note : (i) Answer all questions from Part-A. Each question 
carries 2 marks. 

(ii) Answer any five questions from Part-B. Each 
question carries 10 marks. 

(iii) Answer any two questions from Part-C. Each 
question carries 15 marks. 

PART - A 

Write short notes on the following : 	10x2=20 

1. 	Malicious Software 

2. Cyberstalking 

3. E-mail forgery 

4. Malware 

5. Cyber crime 

6. Data 
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7. Hacking 

8. Privacy Directive 

9. Information Security Audit 

10. Child Pornography 

PART - B 

Answer any five of the following questions : 5x10=50 

11. What are the four main privacy related wrongs ? 

12. What are the different concepts that form 
electronic monitoring ? 

13. What is the importance of audit trail during 
audits ? 

14. "Information privacy and e-commerce are two 
sides of the same coin" ? Explain. 

15. What are the different concepts that form 
electronic monitoring ? 

16. Discuss the salient features of Business Process 
Outsourcing. 

17. Critically analyse the case of e Bay Inc V Bides 
edges Inc. 

18. Explain the US Safe Harson Framework. 
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PART - C 

Answer any two of the following questions in 
about 450 words each. 	 2x15=30 

19. Discuss the modern principles of privacy and its 
interpretation by the Judiciary in India. 

20. Discuss the comparative legal position in respect 
of data protection in US, UK and India. 

21. Explain the techniques used by hackers in hacking 
important data from the computer. 
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