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POST GRADUATE CERTIFICATE IN CYBER 
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F r) 	 Term-End Examination 

December, 2017 

MIR-012 : REGULATION OF CYBERSPACE 

Time : 3 hours 
	 Maximum Marks : 100 

Note : Answer all questions from Part-A. Each question carries 

2 marks. Answer any five questions from Part-B. Each 

question carries 10 marks. Answer any two questions 

from Part-C. Each question carries 15 marks. 

PART - A 

Attempt all questions : 

1. 	Explain in brief : 

(a) Digital Signature 

(b) E-Governance 

(c) Cyber Appellate Tribunal 

(d) Internet Crimes 

(e) Digital Forgery 

(f) Child Pornography 

(g) E-mail Spamming 

(h) Credit Card Fraud 

(i) Cyber Forensics 

(j) Online Dispute Resolution 

10x2=20 
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PART - B 

2. Answer any five questions from this part : 5x10=50 

(a) What is digital forgery ? Explain the law 
relating to this offence. 

(b) Write a note on the legal recognition of 
Digital synatures. 

(c) Discuss the various acts which constitutes 
an offence under the Information 
Technology Act, 2000. 

(d) Explain cyber defamation. Discuss the law 
relating to it in India. 

(e) Write a note on steganography. 

(f) Discuss the significance of jurisdiction in 
cyberspace. 

(g) What are the various issues involved in the 
investigation of cyber crime ? Discuss. 

PART - C 

3. 	Answer any two of the following questions : 2x15=30 

(a) Discuss various modes of communication in 
Online Dispute Resolution (ODR) System. 

(b) Discuss the Effects Doctrine and its 
application in computer crimes with the 
help of case laws. 

(c) Discuss the need of special laws in the field 
of cyberspace. Do you think that Indian 
laws sufficiently deal with every aspect of 
the challenges posed by the technology in 
the field of cyberspace. 
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