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Note : SECTION 'A' Answer all the questions. 
SECTION 'B' Answer all the questions. 
SECTION 'C' Answer any three questions out of four. 

SECTION - A 

(Answer all the questions.) 

1. 	Write short notes (any four) : 
	 12 

(a) Cryptanalysis 

(b) DEVCO 

(c) Due Diligence 

(d) Certifying Authorities 

(e) Cyber Defamation 

2. ISO is made up of 162 members who are divided 
	

3 
into three categories. Name those categories. 
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SECTION - B 

(Answer all the questions.) 

3. 	Explain the reasons for using Digital Signatures. 	5 

4. Write the main features of the OECD Guidelines 	5 
on the Protection of Privacy and Trans-border 

flows of Personal Data ? 

5. Explain the role of ICANN. 	 5 

6. Explain "liability of intermediaries under 	5 
Information Technology Amendment Act". 

7. Write a note on enforcement of Intellectual 5 
Property. 
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SECTION - C 

(Answer any three questions out of four.) 

8. Explain the main features of the IT (Amendment 10 

Act, 2008. 

9. Computer crime is any crime where computer is 10 

a target, tool of crime or incidental to crime. 

Explain the statement. 

10. Cyber arbitration in India or cyber mediation in 10 

India is the recognition of the changing trend of 
dispute resolution. Do you agree ? Explain your 

view-point in detail. 

11. Explain the stages for the development of the 10 

International Standards. 

MSE-024 	 3 


	Page 1
	Page 2
	Page 3

