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MIR-014 : PRIVACY AND DATA PROTECTION 

Time : 3 hours 	 Maximum Marks : 100 

Note : (i) Attempt all questions from Part A. 
Each question carries 2 marks. 

(ii) Attempt any five questions from Part B. 
Each question carries 10 marks. 

(iii) Attempt any two questions from Part C. 
Each question carries 15 marks. 

PART - A 

1. 	Explain the following in brief : 	 10x2=20 
(a) Concept of Privacy 
(b) Tort of Intrusion 
(c) Hacking 

(d) Child pornography 
(e) Computer hacking 

(f) Smurfing 

(g) Data 
(h) Types of cyber crime 

(i) E - mail forgery 

a) Maiware 
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PART - B 

Answer any five questions from this part : 5x10=50 

1. How can you define privacy in term of human 
rights ? 

2. How is Privacy defined in Intellectual Property 
Rights ? 

3. What are the tortions remedies available for 
protection of privacy ? 

4. What are the Security challenges in cyberspace ? 

5. How can data be regulated in Cyber Space ? 

6. Explain the US safe Harson Framework. 

7. Explain the different concepts of electronic 
monitoring. 

PART - C 

Answer any two of the following question : 15x2=30 

1. Mention the internet crimes against minors. 
Explain the legeslative response by different 
countries. 

2. Explain the security challenge faced by 
cyberspace. What do you understand by the 
concept of cyber security? 

3. What is the basis of OECD guidelines? Mention 
the scope of OECD guidelines. 
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